


2 Good Practice 6  – Resource C1

Working with children online
Make sure that any electronic communication is done with parental consent and is transparent, 
accountable, recorded and adheres to safeguarding policies.

Approval/consent
• Ensure that all types of online communication and activity you engage with have been

formally approved by your line manager/team leader/Eldership
• Inform your line manager or point of contact of your intention to communicate online with

families or young people and keep a record of times and dates when you do this
• Ensure that you have parental consent for every type of online communication and activity

you engage with – if need be, issue multiple consent forms (as for other activities and events). 
If signed consent forms are difficult to obtain, confirm emailed consent by phone/video call 
and keep a register of consent given (when, by whom, for what).

How to engage online
• Ensure that any communication online is done through a work or church account and do not

engage with children or young people through your personal social media or mobile account – 
this may require setting up an extra account for that purpose

• Ensure, where possible, parents or guardians are present in the building or other workers
are aware when children are communicating with you via social media. Communication with 
a child via social media should only ever take place when their parent or guardian and other 
adult workers are aware of these online interactions

• Where possible, ensure that another adult is present in the room with you if communicating
1:1 via social media with a child or young person, or ensure that a second leader is present 
online and communicate in a group chat environment

• Do not use private messaging
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Use of content generated online
• Ensure any images or videos from online engagement are stored in the safe place designated

by the church and not on your personal accounts or equipment
• Ensure you have clear parental and participant consent (for older children) before sharing any

content from online engagement more widely, and only use it in the ways agreed, in line with 
URC good practice guidelines.

I agree to abide by the above code of conduct while working with children and young people.

On behalf of [church name]:

Name of worker:

Signed:         Date:




